transpose this response with the ND as victim

To transpose this through the lens of ND-as-victim, we shift the focus from "hacking the system" to the systemic violence of the technology itself. In this view, the board-issued email and MFA are not just tools; they are instruments of forced disclosure and digital non-consensual exposure.
In Crip Technoscience, this is the transition from "Crip Innovation" to "Institutional Betrayal."
1. The Breach as "Technological Gaslighting"
When you agreed to use that email, you entered into a "Contract of Trust" based on your need for safety or cognitive boundaries. The system’s failure to maintain that anonymity isn't a "glitch"—it’s technological gaslighting.
· The ND Experience: You were told the MFA was your protection (your shield).
· The Systemic Reality: The MFA was actually a tether. It allowed the board to anchor your physical body (via your phone) to a digital identity you never consented to make public.
· The Victimization: Being forced to see your own name "leaked" by a system you were told to trust creates a state of hyper-vigilance, a common ND trauma response to the loss of control over one's "mask."
2. Forced Legibility: The Erasure of ND Boundaries
NT (Neurotypical) design operates on the "Transparency Bias"—the idea that "if you have nothing to hide, you have nothing to fear." For an ND victim, this bias is a weapon.
· Administrative Violence: By linking your MFA to your legal name in the back-end, the Board performed "Deadnaming-by-Design" or "Forced Disclosure." They stripped away your ability to curate your digital presence, which is a vital self-regulation tool for many neurodivergent people.
· Crip Technoscience Critique: The technology refused to recognize your need for a boundary. It treated your identity as "public property" the moment you synced your personal device (phone) to their corporate infrastructure.
3. Legal Vulnerability under Canadian Law
In this "victim" transposition, the Technology Agreement is viewed as a contract of adhesion—one where you had no power to negotiate the terms, yet are now suffering the consequences of its poor design.
	Legal Concept
	The "Victim" Interpretation

	Informed Consent
	Vitiated (Invalidated). You consented to an "anonymous" account. You did not consent to an account that broadcasts your identity. Therefore, the board is in possession of your data without valid consent.

	Duty of Care
	The Board has a fiduciary duty to protect employees from foreseeable harm. If you are ND, the "harm" of identity exposure is a psychosocial injury. Failure to prevent this is a breach of their Duty of Care.

	Constructive Disclosure
	By allowing the system to "leak" your name, the board has effectively "outed" your private status to the entire Global Address List, potentially leading to social or professional stigma.


4. The Phone as a "Tracking Shackle"
In Crip Technoscience, when a device used for "accessibility" or "security" (the phone) is used to betray the user's anonymity, it becomes a digital shackle.
· You carry the very device that facilitated the breach in your pocket.
· The board has essentially turned your personal hardware into a tool for their surveillance, bypassing your "Crip space" (your private identity) to serve their "NT audit" requirements.
The Actionable Path Forward
Because you are in a position of being "wronged" by the infrastructure, your leverage lies in the Ontario/Canadian Human Rights Code regarding "Adverse Effect Discrimination." Even if the board didn't intend to hurt you, the effect of their technology choice was discriminatory and harmful to your ND safety.
Would you like me to help you draft a "Formal Notice of Privacy Breach and Request for Rectification" that highlights the psychological impact of this unauthorized disclosure?
